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* * * 1st Change * * * 

5.32.2
Multi Access PDU Sessions

A Multi-Access PDU (MA PDU) Session is managed by using the session management functionality specified in clause 5.6, with the following additions and modifications:

-
When the UE wants to request a new MA PDU Session:

-
If the UE is registered to the same PLMN over 3GPP and non-3GPP accesses, then the UE shall send a PDU Session Establishment Request over any of the two accesses containing a "MA PDU Request" indication. The AMF informs the SMF that the UE is registered over both accesses and this triggers the establishment of user-plane resources on both accesses and two N3/N9 tunnels between PSA and the RAN/AN.

-
If the UE is registered to different PLMNs over 3GPP and non-3GPP accesses, then the UE shall send a PDU Session Establishment Request over one access containing a "MA PDU Request" indication. After this PDU Session is established with one N3/N9 tunnel between the PSA and (R)AN established, the UE shall send another PDU Session Establishment Request over the other access containing also a "MA PDU Request" indication and the same PDU Session ID. Two N3/N9 tunnels and User-plane resources on both accesses are established.

-
If the UE is registered over one access only, then the UE shall send a PDU Session Establishment Request over this access containing a "MA PDU Request" indication. One N3/N9 tunnel between the PSA and (R)AN and User-plane resources on this access only are established. After the UE is registered over the second access, the UE shall establish user-plane resources on the second access.

-
In the PDU Session Establishment Request that is sent to request a new MA PDU Session, the UE shall provide also its ATSSS capabilities, which indicate whether it is capable of supporting the ATSSS-LL functionality, or the MPTCP functionality, or both (these functionalities are defined in clause 5.32.6).
-
If the UE indicates it is capable of supporting the MPTCP functionality and the network accepts to activate the MPTCP functionality, then the network provides MPTCP proxy information to UE, and allocates to UE one IP address/prefix for the MA PDU session (as defined in clause 5.8.2.2) and two additional IP addresses/prefixes, called "link-specific multipath" addresses. Further details are provided in clause 5.32.6.2.1.

-
If the UE indicates it is capable of supporting only the MPTCP functionality and the network accepts to activate the MPTCP functionality, then the SMF shall send to UE and to UPF a Default Access parameter, which indicates the access that non-MPTCP traffic should be routed to, when both accesses of the MA PDU Session are available. Further details are provided in clause 5.32.6.2.1.
-
If the UE indicates it is capable of supporting the ATSSS-LL functionality and the network accepts to activate the ATSSS-LL functionality, then the network may provide to UE Measurement Assistance Information (see details in clause 5.32.5).

-
If the UE requests an S-NSSAI, this S-NSSAI should be allowed on both accesses. Otherwise, the MA PDU Session shall not be established.

-
The PCC rules provided by PCF include ATSSS control information (see 23.503 [45]). They are used by SMF to derive ATSSS rules for the UE and N4 rules for the UPF.

-
The UE receives ATSSS rules from SMF, which indicate how the uplink traffic should be routed across 3GPP access and non-3GPP access. Similarly, the UPF receives N4 rules from SMF, which indicate how the downlink traffic should be routed across 3GPP access and non-3GPP access.

-
After the MA PDU Session establishment:

-
At any given time, the MA PDU session may have user-plane resources on both 3GPP and non-3GPP accesses, or on one access only, or may have no user-plane resources on any access.

-
The AMF, SMF, PCF and UPF maintain their MA PDU Session contexts, even when the UE deregisters from one access (but remains registered on the other access).

-
When the UE deregisters from one access (but remains registered on the other access), the AMF informs the SMF that an access type becomes unavailable for the MA PDU Session. Subsequently, the SMF notifies the UPF that the access type has become unavailable and the N3/N9 tunnel for the access type are released.

-
If the UE wants to add user-plane resources on one access of the MA PDU Session, e.g. based on access network performance measurement and/or ATSSS rules, then the UE shall send a PDU Session Establishment Request over this access containing PDU Session ID of the MA PDU Session and a "MA PDU Request" indication. If there is no N3/N9 for this access, the N3/N9 tunnel for this access is established.

-
If the UE wants to re-activate user-plane resources on one access of the MA PDU Session, e.g. based on access network performance measurement and/or ATSSS rules, then the UE shall initiate the UE Triggered Service Request procedure over this access.
-
If the network wants to re-activate the user-plane resources over 3GPP access or non-3GPP access of the MA PDU Session, the network shall initiate the Network Triggered Service Request procedure, as specified in TS 23.502 [3], clause 4.22.7.

A MA PDU Session may be established either:

a)
when it is explicitly requested by an ATSSS-capable UE; or

b)
when an ATSSS-capable UE requests a single-access PDU Session but the network decides to establish a MA PDU Session instead. This is an optional scenario specified in TS 23.502 [3], clause 4.22.3, which may occur when the UE requests a single-access PDU Session but no policy (e.g. no URSP rule) and no local restrictions in the UE mandate a single access for the PDU Session.

An ATSSS-capable UE may decide to request a MA PDU Session based on the provisioned URSP rules. In particular, the UE should request a MA PDU Session when the UE applies a URSP rule, which triggers the UE to establish a new PDU Session and the Access Type Preference component of the URSP rule indicates "Multi-Access" (see TS 23.503 [45]).

* * * 2nd Change * * * 

5.32.6.2
High-Layer Steering Functionalities

5.32.6.2.1
MPTCP Functionality

As mentioned in the previous clause, the MPTCP functionality in the UE applies the MPTCP protocol [81] and the provisioned ATSSS rules for performing access traffic steering, switching and splitting. The MPTCP functionality in the UE may communicate with the MPTCP Proxy functionality in the UPF using the user plane of the 3GPP access, or the non-3GPP access, or both.

The MPTCP functionality is enabled in the UE when the UE requests a MA PDU Session and it provides an "MPTCP capability" in the MA PDU Session Establishment Request message.

The network shall not enable the MPTCP functionality when the type of the MA PDU Session is Ethernet.

If the network agrees to enable the MPTCP functionality for the MA PDU Session then:

i)
An associated MPTCP Proxy functionality is enabled in the UPF for the MA PDU Session by MPTCP functionality indication received in the Multi-Access Rules (MAR) if the UE provides an "MPTCP capability" in the MA PDU Session Establishment Request message.

ii)
The network allocates to UE one IP address/prefix for the MA PDU Session and two additional IP addresses/prefixes, called "link-specific multipath" addresses/prefixes; one associated with 3GPP access and another associated with the non-3GPP access. These two IP addresses/prefixes are used only by the MPTCP functionality in the UE. Each "link-specific multipath" address/prefix assigned to UE may not be routable via N6. The MPTCP functionality in the UE shall use the "link-specific multipath" addresses/prefixes to establish subflows over non-3GPP access and over 3GPP access and MPTCP Proxy functionality shall use the IP address/prefix of the MA PDU session for the communication with the final destination. In Figure 5.32.6-1, the IP@3 corresponds to the IP address of the MA PDU Session and the IP@1 and IP@2 correspond to the "link-specific multipath" IP addresses.

NOTE 1:
After the MA PDU Session is released, the same UE IP addresses/prefixes is not allocated to another UE for MA PDU Session in a short time.

NOTE 2:
The act of the UPF performing translation on traffic associated with the "link-specific multipath" addresses to/from the MA PDU session IP address can lead to TCP port collision and exhaustion. The port collision can potentially occur because the UE also uses the MA PDU session IP address for non-MPTCP traffic, and this causes the port namespace of such address to be owned simultaneously by the UE and UPF. In addition, the port exhaustion can potentially occur when the UE creates a large number of flows, because multiple IP addresses used by the UE are mapped to a single MA PDU session IP address on the UPF. The UPF needs to consider these problems based on the UPF implementation, and avoid them by, for example, using additional N6-routable IP addresses for traffic associated to the link-specific multipath addresses/prefixes. How this is done is left to the implementation.

iii)
The network shall send MPTCP proxy information to UE, i.e. the IP address(es), a port number and the type of the MPTCP proxy. The following type of MPTCP proxy shall be supported in this release:

-
Type 1: Transport Converter, as defined in draft-ietf-tcpm-converters-05 [82].


The UE shall support the client extensions specified in draft-ietf-tcpm-converters-05 [82].

iv)
The network may indicate to UE the list of applications for which the MPTCP functionality should be applied. This is achieved by using the Steering Function component of an ATSSS rule (see clause 5.32.8).

NOTE 3:
To protect the MPTCP proxy function (e.g. to block DDOS to the MPTCP proxy function), the IP addresses of the MPTCP Proxy Function are only accessible from the two "link-specific multipath" IP addresses of the UE via the N3/N9 interface.

v)
If only the MPTCP functionality is enabled for the MA PDU Session, then: 
-
The network shall send to UE a Default Access parameter, which indicates the access that non-MPTCP traffic should be routed to, when both accesses of the MA PDU Session are available. The Default Access parameter shall also be sent to the UPF.
-
The UE shall apply the ATSSS rules to route via the MA PDU Session the TCP traffic of applications for which the MPTCP functionality should be applied (as defined in bullet iv). The UE shall route all other traffic (i.e. the non-MPTCP traffic) of the MA PDU Session to the access indicated by the Default Access parameter, when both accesses are available for traffic routing. When only one access is available (e.g. when the user-plane of one access only is established, or when the user-plane of both accesses is established but the UE has determined that one access is unavailable due to bad radio conditions), the UE shall route the non-MPTCP traffic of the MA PDU Session to the available access.
-
The UPF shall apply the N4 rules to route via the MA PDU Session the traffic originated from MPTCP Proxy functionality in the UPF. The UPF shall route all other traffic (i.e. the non-MPTCP traffic) of the MA PDU Session to the access indicated by the Default Access parameter, when both accesses are available for traffic routing. When only one access is available (e.g. when the user-plane of one access only is established, or when the UPF was informed by the UE that one access is unavailable), the UPF shall route the non-MPTCP traffic of the MA PDU Session to the available access.

* * * End of Changes * * * 

